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INFORMATIVA PRIVACY PER I VISITATORI - CONTROLLO E REGISTRAZIONE DEGLI ACCESSI AL TERMINAL 
ex art. 13  Regolamento Europeo 2016/679 (GDPR) 

 
Soggetti interessati: visitatori occasionali, fornitori e consulenti, autisti e operatori logistici esterni, personale di società 
clienti e di operatori economici, referenti di aziende terze, rappresentanti di enti e Autorità, candidati. 
 
TERMINAL DARSENA TOSCANA S.R.L. (di seguito, anche “Titolare”), con sede legale in Loc. Darsena Toscana – Porto 
Industriale – 57123 Livorno (LI), indirizzo e-mail: privacy@tdt.it – in qualità di Titolare del Trattamento – con la presente 
La informa che il trattamento dei Suoi dati avverrà in conformità alla normativa nazionale ed europea in vigore (D.lgs. 
196/2003 e ss.mm.ii., Regolamento Europeo 2016/679 GDPR) e sempre nel rispetto dei principi di correttezza, liceità, 
trasparenza e di tutela della Sua riservatezza e dei Suoi diritti. 
 
Responsabile Protezione Dati o Data Protection Officer (DPO) 
Il Titolare ha provveduto a nominare un DPO contattabile all’indirizzo e-mail dpo@tdt.it 
 
Tipologia dei dati trattati 
I dati personali trattati sono quelli forniti dall’interessato e/o raccolti in occasione della richiesta di ingresso al Terminal 
portuale e inviati direttamente, o per tramite dell’ufficio referente, all’indirizzo mail richiestaaccesso@tdt.it, e, in 
particolare, comprendono le seguenti categorie: 

• nome e cognome 

• dati di contatto 

• azienda di appartenenza (eventuale) 

• data e luogo di nascita 

• copia documento di identità (facoltativo) 

• targa del veicolo (eventuale) 

• motivo della visita 

• data e orario di ingresso e uscita  

Resta fermo che le attività e i trattamenti di dati personali svolti dall’Autorità di Sistema Portuale nell’ambito delle proprie 
competenze restano estranei alla presente informativa. 
 
Finalità del trattamento 
I dati verranno trattati ai fini dell'identificazione del visitatore, per consentire il controllo degli accessi al Terminal e il 
rilascio dell’autorizzazione all’ingresso. In particolare, il trattamento è effettuato per: 

• adempiere ad obblighi di legge in materia di sicurezza e di security, garantendo la tutela delle persone; 

• tutela del patrimonio e delle infrastrutture; 

• gestire eventuali situazioni di emergenza, potendo verificare, in qualsiasi momento, la presenza di persone 
esterne e salvaguardare la loro sicurezza e quella dei lavoratori presenti; 

• consentire il regolare svolgimento delle operazioni concordate in esecuzione di obblighi contrattuali o 
precontrattuali. 

Base giuridica del trattamento 
Il trattamento dei dati personali ha come base giuridica: 

• l’adempimento degli obblighi di legge a cui è soggetto il Titolare (art. 6, lett. c) GDPR). In proposito, si precisa 
che il Titolare è soggetto alle seguenti normative e/o linee guida di settore che si citano a titolo esemplificativo 
e non esaustivo:  

o Codice ISPS (International Ship and Port Facility Security Code) 
o Regolamento (CE) n. 725/2004 
o Programma Nazionale di Sicurezza Marittima 
o Provvedimenti e regolamenti dell’Autorità di Sistema Portuale 
o D.lgs. 81/2008 – Testo Unico sulla salute e sicurezza sul lavoro 

• il legittimo interesse del Titolare a garantire la sicurezza delle persone e dei beni all’interno del Terminal 
portuale (art. 6, lett. f) GDPR); 

• l’esecuzione di misure precontrattuali o contrattuali (art. 6, lett. b) GDPR). 
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Modalità di trattamento e tempi di conservazione 
I dati personali sono trattati da personale appositamente autorizzato ed istruito, prevalentemente tramite l’ausilio di 
strumenti informatici, ma anche con modalità manuali su supporto cartaceo, esclusivamente per il perseguimento delle 
finalità sopra descritte, con modalità tali da garantire la sicurezza e riservatezza dei dati e sempre nel rispetto dei principi 
di liceità, necessità, proporzionalità e correttezza.  
I dati acquisiti in fase di ingresso saranno conservati per un periodo congruo alla gestione della richiesta in conformità 
alle normative di legge, salvo eventuali esigenze di accertamento, tutela dei diritti del Titolare o richieste delle Autorità 
competenti. 
 
Natura del conferimento dei dati e conseguenza di un eventuale rifiuto 
Il trattamento dei dati funzionali per l’espletamento degli obblighi sopra descritti è necessario per consentire l’ingresso 
nelle nostre aree e nei nostri uffici, qualificabili come obiettivo critico, e il conferimento è obbligatorio per attuare le 
finalità richiamate. Il Titolare rende noto, pertanto, che l’eventuale rifiuto di comunicare i dati o la loro errata 
comunicazione, qualora qualificabili come informazioni obbligatorie, può dare luogo all’espulsione immediata dagli spazi 
del Terminal portuale e la comunicazione del tentativo di ingresso, o dell’ingresso non autorizzato, alle Forze dell’ordine. 
 
Comunicazione dei dati 
I dati potranno essere comunicati: 

• al fine di svolgere i dovuti controlli finalizzati ad autorizzare l’ingresso all’interno dell’impianto portuale, a: 
- Autorità di Sistema Portuale (AdSP), in particolare all’Ufficio controllo accessi; 
- personale incaricato dei servizi di vigilanza privata (guardie giurate) operante per conto dell’AdSP; 
- Polizia di Frontiera Marittima (Polmare); 
- personale addetto al servizio di portierato, anche appartenente a società esterne incaricate dal Titolare; 
- personale dell’Ufficio Sicurezza del Terminal. 

• In caso di emergenza all’interno del Terminal portuale o in ottemperanza ad obblighi di legge, a seguito di richiesta 
o al verificarsi di eventi criminosi, a:  

- Autorità giudiziaria ed altri soggetti pubblici competenti; 
- Enti preposti alla gestione delle emergenze e del soccorso (es. Vigili del Fuoco, servizi di emergenza sanitaria); 

• Per esigenze connesse allo svolgimento di attività di natura tecnica e organizzativa, a:  
- soggetti terzi espressamente autorizzati che forniscono al Titolare servizi di supporto tecnico e organizzativo, 

quali, a titolo esemplificativo, società di manutenzione dei sistemi di controllo accessi, fornitori di servizi IT e 
assistenza tecnica. 

I dati personali saranno trattati da tali soggetti in qualità di titolari autonomi o responsabili del trattamento debitamente 
nominati ex art. 28 GDPR, solo ed esclusivamente nell’ambito delle menzionate finalità.  
L'elenco completo e aggiornato dei responsabili o dei soggetti a vario titolo coinvolti è disponibile previa richiesta. 
 
Trasferimento verso un Paese terzo 
I Suoi dati personali non saranno oggetto di trasferimento verso paesi extra-UE. Ove ciò dovesse rendersi necessario, 
nell’ambito delle finalità sopra descritte, il Titolare garantisce che ciò avverrà in conformità a quanto previsto dagli artt. 
44 e ss. del GDPR e sempre adottando idonee garanzie. 
 
Diritti dell’interessato 
Il soggetto interessato potrà in qualunque momento esercitare i diritti  previsti ai sensi degli artt. 15 e ss. GDPR, nello 
specifico:  

• Accedere ai propri dati. 

• Verificare l’esattezza dei propri dati e chiederne la rettifica. 

• Ottenere la cancellazione o rimozione dei propri dati personali. 

• Ottenere la limitazione del trattamento.  

• Opporsi al trattamento dei propri dati. 

Per esercitare i diritti sopra menzionati il soggetto interessato potrà inviare una richiesta all’indirizzo e-mail privacy@tdt.it 
oppure, tramite posta ordinaria, presso la sede del Titolare. Resta fermo che i suddetti diritti potranno essere 
esercitati ove applicabili alla natura del trattamento; il Titolare si riserva di valutare caso per caso l’ammissibilità delle 
richieste. Per eventuali segnalazioni si ricorda, inoltre, la possibilità di contattare il DPO all’indirizzo dpo@tdt.it 

Il soggetto interessato potrà, inoltre, proporre reclamo all’Autorità Garante per la protezione dei dati personali o agire in 
sede giudiziaria, qualora ravveda una lesione dei suoi diritti o delle sue libertà.  
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Trattamento dei dati tramite sistema di videosorveglianza 
Il trattamento dei dati personali effettuato tramite sistemi di videosorveglianza è disciplinato da una specifica informativa, 
disponibile nella sezione “Documenti > Privacy” del sito web tdt.it. 
 
Ultimo aggiornamento: febbraio 2026 

 


